WhatsApp is one of the most popular messaging apps in the world, with more than 1.5 billion people in more than 180 countries using it to send and receive text, photos, videos and documents, as well as make voice and video calls through an Internet or Wi-Fi connection. The free app offers end-to-end encryption, which means that messages can only be read by the sender and the recipient in one-to-one chats, or all members if it is a group chat. Not even WhatsApp can read them.

FAKE NEWS AND HOAXES

WhatsApp has been linked to enabling the spread of dangerous viral rumours. In India, for example, a number of attacks appear to have been sparked by false rumours shared on WhatsApp.

THE ‘ONLY ADMIN’ FEATURE AND CYBERBULLYING

Cyberbullying is the act of sending threatening or taunting text messages, voice messages, pictures and videos, with the aim to hurt and humiliate the recipient. The group chat and group video call features are great for multiple people to chat simultaneously, but there is the potential for people to hurt others with their comments or jokes. The ‘only admin’ feature gives the admin of a group chat greater control over who can send messages. Whilst this can be good for one-way announcements, the group admin has the power to block somebody from responding to an offensive message in a chat, which could result in a child being upset and unable to reply.

CONNECTING WITH STRANGERS

To start a chat in WhatsApp, you need to know the mobile number of the contact you want to speak to and they also need to have the app downloaded. WhatsApp can find contacts by accessing the address book of a device and recognising which of those contacts are using WhatsApp. If your child has shared their mobile number with somebody they don’t know, they can use it to get in touch via WhatsApp.

LIVE LOCATION SHARING

WhatsApp’s ‘Live Location’ feature enables users to share their current location in real-time to their contacts in a chat, allowing friends to show their movements. The feature, which can be found by pressing the ‘attack’ button, is described by WhatsApp as a “simple and secure way to let people know where you are.” Location-sharing is already a common feature on other social apps, including Snapchat’s Snap Map and Facebook Messenger and can be a useful way for a child to let loved ones know they are safe. However, if your child is in a group chat with people they do not know, they will be exposing their location.

DELETE ACCIDENTAL MESSAGES

If your child has sent a message to the wrong chat or if a message they sent has contained a mistake, they can delete it. To do this, simply tap and hold on the message before it was deleted.